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Background

1.1. Pursuant to the recommendations made by the Financial Action Task Force on
anti-money laundering standards, SEBI had issued the Guidelines on Anti Money
Laundering Standards vide their notification No.ISD/CIR/RR/AML/1/06 dated 18th
January 2006 and vide letter No.ISD/CIR/RR/AML/2/06 dated 20th March 2006 had
issued the obligations of the intermediaries registered under Section 12 of SEBI Act,
1992. As per these SEBI guidelines, all intermediaries have been advised to ensure
that proper policy frameworks are put in place as per the Guidelines on Anti Money
Laundering Standards notified by SEBI.

2. What is Money Laundering?

2.1 Money Laundering can be defined as engaging in financial transactions that
involve income derived from criminal activity, transactions designed to conceal the
true origin of criminally derived proceeds and appears to have been received through
legitimate sources/origins.

2.2 This is done in three phases — Placement Phase, Layering Phase & Integration
Phase,

3. Prevention of Money Laundering Act, 2002

3.1. Prevention of Money Laundering Act, 2002 (PMLA 2002) forms the core of the
legal framework put in place by India to combat money laundering. PMLA 2002 and
the Rules notified there under came into force with effect from July 1, 2005.

3.2. The PMLA 2002 and Rules notified there under impose an obligation on
intermediaries (including stock brokers and sub-brokers) to verify identity of clients,

maintain records and furnish information to the Financial Intelligence Unit (FIU) -
INDIA

4. Financial Intelligence Unit (FIU) — INDIA

4.1. The Government of India set up Financial Intelligence Unit-India (FIU-IND} on
November 18, 2004 as an independent body to report directly to the Economic
Intelligence Council (EIC) headed by the Finance Minister.

4.2. FIU-IND has been established as the central national agency responsible for
receiving, processing, analyzing and disseminating information relating to suspect
financial transactions. FIU-IND is also responsible for coordinating and stretching
efforts of national and international intelligence and enforcement agencies in pursuing

the global efforts against money laundering and related crimes. }Q
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5. Policy of JK Securities Privated Limited

5.1. JK Securities Private Ltd (JKSPL) has resolved that it would, as an internal policy,
take adequate measures to prevent money laundering and shall put in place a frame-
work to report cash and suspicicus transactions to FIU as per the guidelines of PMLA
Rules, 2002. This policy is applicable to JKSPL Employees ,Sub-Brokers and
Authorized Person.

6. Objective of these Guidelines

6.1. The purpose of this document is to guide all the employees of JKSPL and
employees of its associates on the steps that they are required to take and implement
to prevent and identify any money laundering or terrorist financing activities. It shall
be the responsibility of each of the concerned employees that they should be able to
satisfy themselves that the measures taken by them are adequate, appropriate and
follow the spirit of these measures and the requirements as enshrined in the
“Prevention of Money Laundering Act, 2002”.

6.2. Some of these suggested measures may not be applicable to every circumstance
or to each department, Branch / Sub-broker/AP. However, cach entity should
consider carefully the specific nature of its business, type of customer and transaction
to satisfy itself that the measures taken by the employees are adequate and
appropriate to follow the spirit of these guidelines.

7. Implementation of this Policy

7.1. Mr. Manish Shah, Senior Manager - will be the Principal Officer & Mr. Pranav
Patel, Executive Director- Will be Designated Director, who will be responsible for

Compliance of the provisions of the PMLA and AML Guidelines

Act as a central reference point and play an active role in identification & assessment
of potentially suspicious transactions

Ensure that JKSPL discharges its legal obligation to report suspicious transactions to
the concerned authorities.

7.2. The main aspect of this policy is the Customer Due Diligence Process which
means:

Obtaining sufficient information about to the client in order to identify who is the

actual beneficial owner of the securities or on whose behalf transaction is conducted.

Verify the customer’s identity using reliable, independent source document, data or

information. Q
N2
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Conduct on-going due diligence and scrutiny of the account/client to ensure that the
transaction conducted are consistent with the client’s background/financial status, its
activities and risk profile.

7.3. The Customer Due Diligence Process includes three specific parameters :

Policy for Acceptance of Clients

Client Identification Procedure

Suspicious Transactions identification & reporting
8. Customer Acceptance Policy

8.1. Each client should be met in person: Accept client whom we are able to meet
personally. Either the client should visit the office/branch or concerned official may
visit the client at his residence / office address to get the necessary documents filled
in and signed. Preferably accept clients who live within the jurisdiction of the branch.
As far as possible, ensure that the new client is introduced by an existing
client/staff/known person.

Accepts clients on whom we are able to apply appropriate KYC procedures:
Obtain completes information from the client. It should be ensured that the initial
forms taken by the clients are filled in completely. All photocopies submitted by the
client are checked against original documents without any exception. Ensure that the
Know Your Client’ guidelines are followed without any exception. All supporting
documents as specified by Securities and Exchange Board of India (SEBI) and
Exchanges are obtained and verified.

Do not accept clients with identity matching persons known to have criminal
background: Check whether the client’s identify matches with any person having
known criminal background or is not banned in any other manner, whether in terms
of criminal or civil proceedings by any enforcement/regulatory agency.

Be careful while accepting Clients of Special category: We should be careful while
accepting clients of special category like NRIs, HNIs, Trust, Charities, NGOs, Politically
Exposed Persons (PEP), persons of foreign origin, companies having closed share
holding/ownership, companies dealing in foreign currency, shell companies, overseas
entities, clients in high risk countries, non face to face clients, clients with dubious
background. Current/Former Head of State, Current/Former senior high profile
politician, Companies offering foreign exchange, etc.) or clients from high-risk
countries (like Libya, Pakistan, Afghanistan, etc.) or clients belonging to countries
where corruption/fraud level is high (like Nigeria, Burma,etc). Scrutinize minutely the
records / documents pertaining to clients belonging to aforesaid category

N T
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Guidelines on Identification of Beneficial Ownership: For non-individual
customers as part of the due diligence measures sufficient information must be
obtained in order to identify persons who beneficially own or control securities
account. Whenever it is apparent that the securities acquired or maintained through
an account are beneficially owned by a party other than the client, that party should
be identified and verified using client identification and verification procedures as
early as possible. The beneficial owner is the natural person or persons who ultimately
own, control, or influence a client and/or persons on whose behalf a transaction(s)
is/are being conducted. It includes persons who exercise uitimate effective control
over a legal person or arrangement.

A. For Clients other than individuals or trusts:

Where the client is a person other than an individual or trust, viz., company,
partnership or unincorporated association/body of individuals, the Company will
identify the beneficial owners of the client and take reasonable measures to verify the
identity of such persons, through the following information:

a. The identity of the natural person, who, whether acting alone or together, or
through one or more juridical person, exercises control through ownership or who
ultimately has a controlling ownership interest.

Explanation: Controlling ownership interest means ownership of /entitlement to:

i. more than 25% of shares or capital or profits of the juridical person, where the
juridical person is a corporate/company;

ii. more than 15% of the capital or profits of the juridical person, where the juridical
person is a partnership; or

iii. more than 15% of the property or capital or profits of the juridical person, where
the juridical person is an unincorporated association or body of individuals.

b. In cases where there exists doubt under clause 1 (a) above as to whether the person
with the controlling ownership interest is the beneficial owner or where no natural
person exerts control through ownership interests, the identity of the natural person
exercising control over the jurisdical person through other means.

Explanation: Control through other means can be exercised through voting rights,
agreement, arrangements or in any other manner.

c. Where no natural person is identified under clauses 1 (a) or 1 (b} above, the identity
of the relevant natural person who holds the position of senior managing official

Do not accept client registration forms which are suspected to be fictitious:
Ensure that no account is being opened in a fictitious / benami name or on an

anonymous basis.
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Do not compromise on submission of mandatory information/ documents:
Client’s account should be opened only on receipt of mandatory information along
with authentic supporting documents as per the regulatory guidelines. Do not open
the accounts where the client refuses to provide information/documents and we
should have sufficient reason to reject the client towards this reluctance.

8.2. Customer Identification Procedure (FOR NEW CLIENTS)

Objective: To have a mechanism in place to establish identity of the client along with
firm proof of address to prevent opening of any account which is fictitious / benami /
anonymous in nature.

8.2.1. Documents which can be relied upon:

PAN Card: PAN card is mandatory and is most reliable document as only one card is
issued to an individual and we can independently check its genuineness through IT
website,

IDENTITY Proof: PAN Card itself can serve as proof of identity. However, in case PAN
card carries an old photograph of the holder, which does not match current facial
features of the client, we should take other identity proof in form of Unique
Identification Number (UID) (Aadhaar)/ Passport/ Voter ID card/ Driving license, .
Identity card/ document with applicant’s Photo, issued by any of the following:
Centrai/State Government and its Departments, Statutory/Regulatory Authorities,
Public Sector Undertakings, Scheduled Commercial Banks, Public Financial
Institutions, Colleges affiliated to Universities, Professional Bodies such as ICAI
ICWAI, ICSI, Bar Council etc., to their Members; and Credit cards/Debit cards issued
by Banks,

ADDRESS Proof: For valid address proof we can rely on :-

1.Passport/ Voters Identity Card/ Ration Card / Registered Lease or Sale Agreement of

Residence/ Driving License / Flat Maintenance bill/ Insurance Copy.

2. Utility bills like Telephone Bill (only land line), Electricity bill or Gas bill - Not more
than 3 months old.

3. Bank Account Statement/Passbook -- Not more than 3 months old.

4. Self-declaration by High Court and Supreme Court judges, giving the new address
in respect of their own accounts.

5. Proof of address issued by any of the following: Bank Managers of Scheduled
Commercial Banks/Scheduled Co-Operative Bank/Multinational Foreign
Banks /Gazetted Officer/Notary public/Elected representatives to the Legislative
Assembly/Parliament/Documents issued by any Govt. or Statuto Authority.
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6. Identity card/document with address, issued by any of the following: Central/State
Government and its Departments, Statutory/Regulatory Authorities, Public Sector
Undertakings, Scheduled Commercial Banks, Public Financial Institutions, Colleges
affiliated to Universities and Professional Bodies such as ICAI, ICWAI, ICSI, Bar
Council etc., to their Members.

7. For FII/sub account, Power of Attorney given by FII/sub-account to the Custodians
(which are duly notarized and/or apostiled or consularised) that gives the registered
address should be taken.

8. The proof of address in the name of the spouse may be accepted.

8.2.2. Documents to be obtained as part of customer identification procedure for new
clients:

a. In case of individuals, one copy of the following documents have to be obtained :

As PAN is mandatory, verify its genuineness with IT website and cross verify the PAN
card copy with the original. Please put “verified with original” stamp as proof of
verification.

Other proofs for identity are Voter’s Identity card, Passport, Ration Card or any
Government/PSU/Bank issued photo identity card or any other document prescribed
by the regulatory authorities or any other documents as mentioned in point no.8.2.1

Address proof in the form of Voter’s Identity Card, Passport, Bank Statement, Ration
card and latest Electricity/telephone bill in the name of the client or any other
document prescribed by the regulatory authorities or any other documents as

mentioned in peint no.8.2.1
6
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b. In case of corporates, Sollowing documents must be obtained-

>

Y

Y

%

v

¢. In case of partnership firm copy of the following must be obtained:

>

Copy of the balance sheets for the last 2 financial years
(to be submitted every year).

Copy of latest share holding pattern including list of all
those holding control, either directly or indirectly, in
the company in terms of SEBI takeover Regulations,
duly certified by the company secretary/Whole time
director/MD (to be submitted every year),

Photograph, POI, POA, PAN and DIN numbers of whole
time directors/two directors in charge of day to day
operations.

Photograph, POI, POA, PAN of individual promoters
holding control - either directly or indirectly.

Copies of the Memorandum and Articles of Association
and certificate of incorporation.

Copy of the Board Resolution for investment in
securities market.

Authorised signatories list with specimen signatures.

Copy of the balance sheets for the last 2 financial years
(to be submitted every year).

Certificate of registration (for registered partnership
firms only).

Copy of partnership deed.
Authorised signatories list with specimen signatures.

Photograph, POI, POA, PAN of Partners.

d. In case of a Trust, copy of the following must be obtained:

TS
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Copy of the bhalance sheets for the last 2 financial
years (to be submitted every year).

» Certificate of registration (for registered trust only).

v

Copy of Trust deed.

¥ List of trustees certified by managing trustees/CA.

» Photograph, POI, POA, PAN of Trustees.
e. In case of unincorporated association or a body of individuals, copy of the following
must he obtained.:

# Proof of Existence/Constitution document.

» Resolution of the managing body & Power of Attorney
granted to transact business on its behalf.

# Authorized signatories list with specimen signatures.
Any other document required by JKSPL to establish the legal existence of such an
association or body of individuals.

| In case of an NRI account - Repatriable/non-repatriable, the following documents are
required:

» Copy of the PIS permission issued by the bank
» Copy of the passport

> Copy of PAN card

> Proof of overseas address and Indian address

A4

Copy of the bank statement

Further as per the amendment made in Prevention of Money-laundering (Maintenance
of Records) Rules, 2005 by ministry of finance vide notification dated June 01, 2017
following further change is made

Where the client is falling under any of the category mentioned here above and who is
eligible to be enrolled for an Aadhaar number, he shall for the purpose of sub-rule (1)

submit Aadhar number.
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8.3. General Guidelines

Always check original documents before accepting the copies
Obtain the latest photograph of account holder/ authorized person(s)

Review the above details on-going basis to ensure that the transactions being
conducted are consistent with our knowledge of customers, its business and risk
profile, taking into account, where necessary, the customer’s source of funds.

Scrutinize the forms submitted by the client thoroughly and cross check the details
with various documents obtained like source of income. If required, ask for any
additional details like salary slips, etc. to satisfy yourself whenever there is a doubt.

For scrutiny / background check of the clients, websites such as
www.watchoutinvestors.com should be referred., Also, Prosecution Database / List of
Vanishing Companies available on www.sebi.gov.in and RBI Defaulters Database
available on www.cibil.com can be checked.

Keep watch on the welcome kits returned with reason - undelivered. In this
circumstance client be contacted immediately on telephone and the trading, if
suspected, should be suspended

8.4. For all Existing clients

8.4.1. On an on-going basis, the branches should ensure that the details given in the
KYC, by the client, matches with the current details of the client. If required, we can
seek additional documents/information from the client to verify the financial/general
status of the client.

8.4.2. In cases where:

There is any material negative change in the financial details of the client from what is
given in the KYC.

If the client is not contactable /traceable or contracts notes/ communications sent are
received back undelivered.

In case the client is prohibited by any regulatory authority.

The client refuses to provide additional information /document asked for.
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There is a material change in the mandate holder profile/details

Branches should immediately bring the same to the notice of the Business Head. The
Business Head will, in turn, discuss the same with the Principal Officer to decide on
the necessary course of action, including reporting to FIU, New Delhi.

Reliance on third party for carrying out Client Due Diligence [CDD)

Subsequent to changes made in PMLA act, registered intermediary are now allowed to
rely on third party for the purpose of (a) identification and verification of the identity
of a client and (b) determination of whether the client is acting on behalf of a beneficial
owner, identification of the beneficial owner and verification of the identity of the
beneficial owner.

However it is mentioned that such third party shall be regulated, supervised or
monitored for, and have measures in place for compliance with CDD and record-
keeping

Also such reliance shall be subject to the conditions that are specified in Rule 9 (2) of
the PML Rules and shall be in accordance with the regulations and circulars/
guidelines issued by SEBI from time to time. Further, it is clarified that the we shall be
ultimately responsible for CDD and undertaking enhanced due diligence measures, as
applicable.

Risk Assessment

A primary risk assessment will be carried out by the concerned front/ back office
staff and further by Risk Management/compliance department in order to identify,
assess and take effective measures to mitigate money laundering and terrorist
financing risk with respect to clients, countries or geographical areas, nature and
volume of transactions, payment methods used by clients, etc. The risk assessment
shall also take into account any country specific information that is circulated by the
Government of India and SEBI from time to time, as well as, the updated list of
individuals and entities who are subjected to sanction measures as required under the
various United Nations' Security Council Resolutions (these can be accessed at

http:/ /www.un.org/sc/committees/ 1267 /aq_sanctions_list.shtml and
http:/ /www.un.org/sc/committees/ 1988 /list.shtml).

The risk assessment carried out shall consider all the relevant risk factors before
determining the level of overall risk and the appropriate level and type of mitigation to
be applied. The assessment shall be documented, updated regularly and made
available to competent authorities and self regulating bodies, as and when required.
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9. Risk Profiling of the Client

9.1. We should accept the clients based on the risk they are likely to pose. The aim is
to identify clients who are likely to pose a higher than average risk of money
laundering or terrorist financing. For this purpose, we need to classify the clients as
Low risk, medium risk and high risk clients. By classifying the clients, we will be in a
better position to apply appropriate customer due diligence process. That is, for high
risk client we have to apply higher degree of due diligence. The factors of risk
perception depend on client’s location, nature of business activity, turnover, nature of
transaction, manner of payment etc.

9.2. In order to achieve this objective, all clients of the branch should be classified in
the following category. The list —is_updated with approvals from Compliance
Department and Board

Category A - Low Risk , Category B — Medium Risk , Category C - High risk

l_Category ofl Current. Risk Observation Recommendation

Accounts Categorization for new Risk
categorization
|

|
: |
Individual : High / Medium | Existence for more| Reduce Risk|
accounts — than one (1) year, Categorization by|

and no AML queries| one level (ie High to
have been raised /| Medium / Medium
AML queries raised, to Low) |

1.Clients
operating  in
F&O segment

have been
satisfactorily
resolved |
' Non individual High /Medium | Existence for more, Reduce Risk|
accounts — than two (2) years,| Categorization by
and no AML queries| one level (ie High to
1. Trusts have been raised /| Medium / Medium
2. CIS AML queries raisedl to Low)
have been
3.Partnership satisfactorily
L firms | resolved
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4. C_ompanies
where
shareholding
| structure is
| complex

| 5. NRI

| 6.PEP

the

Non individual

accounts —
1. HUF

2.Companies

High / Medium

Existence for more

than one (1} year,
and no AML queries
have been raised /
AML queries raised

Reduce Risk
Categorization by
one level (ie High to
Medium [/ Medium
to Low)

other than have been
above satisfactorily
resolved
Others Low N - | Either  retain  or
increase the existing
Risk Categorization

9.3. We have to be careful while monitoring the transactions of B and C category
clients.

9.4. Apart from this we need to exercise extra caution while monitoring the
transactions of NRI/NRE/PIO and foreign clients, especially when the payment is
being made in foreign currency.

9.5. Any change in the risk profile of the client/mandate holder, has to be ascertained
by the concerned branch officials, and reported to the Principal Officer immediately

9.6. Mandate Holder Policy

9.6.1. The primary objective of this policy is to ensure that we are aware as to who is
the ultimate beneficiary of the transaction and that the transactions executed,
through the mandate holder are bonafide.

9.6.2. It is possible that some of the individual clients might appoint a mandate
holder. Normally the trading account is opened in the name of various family members
and one of the family member will hold the mandate. Also, in case of some NRI clients
who are based abroad, there may be on a PoA/Mandate in favour of a person residing

in India 12
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9.6.3. Whenever any account is operated by a mandate helder, find out the
relationship of the mandate holder with the client, followed by establishing the identity
of the mandate holders by obtaining proof of identity and address.

9.6.4. Do not accept any payment from the account of mandate holder in favour of the
client. All the payments have to be received from the client’s bank account only for
which the PoA holder may or may not have the mandate to operate the bank account.
Similarly pay-out cheques should be issued only in the name of the client and not in
the name of the mandate holder.

9.6.5. In case there is suspicion on the relationship between the mandate holder and
the actual client or in case behavior of the mandate holder is suspicious, do take
necessary advice from the Principal Officer.

10. Roles

10.1. Relationship Manager/ Dealer/ Branch Manager/ Business Head

The RM/ Dealer/ BM/ should meet the client in person at least once before opening
the account at the address given by the client. In the process he may reasonably verify
the living standards, source of income, financial status, etc. of the client and ensure
that the details mentioned in the CRF (Client Registration Form) matches with the
actual status.

If the client is a ‘walk-in client’, then the concerned branch official should make
independent verification about the background, identity and financial worthiness of
the client.

All mandatory proofs of identity, address and financial status of the client must be
collected as prescribed by the regulatory authorities, from time to time. The proofs so
collected should be verified with the originals. If the prospective client is refusing to
provide any information do not forward his/ her account opening form to HO.

The Business Head has to be completely satisfied about the background, genuineness
and financial status of the client before recommending for opening the account. If
required, the Business Head may seek additional information/documents from the
client,

If the account is to be handled by a PoA /mandate holder, then find out what is the
relationship between the client and the PoA/Mandate holder, establish the identity
and background of the client and the PoA/Mandate holder (by obtaining the required
documents) and ensure that the PoA/Mandate Holder has the propexﬁuthqrization.
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In case of a corporate account, the branch officials should ensure that the authorized

person has got the required mandate by way of Board Resolution. Also, the identity
and background of the authorized person has to be established by obtaining the
required documents.

10.2. Risk Management Team

Risk Management Team (RMT) gives exposure to clients based on margin available in
the system and clean exposure to selected clients based on recommendations of the
Business Managers. It is also the duty of RMT to validate such exposures with the
financial details provided by the client in KYC forms. Where there is a trading activity
of the client, which is not commensurate with the financial details declared by the
client, it should be analyzed and referred to the Principal Officer with reasons of
suspicion,

Monitoring Of Transactions

Scrutinize unusually large transactions like, clients having traded in scrip/shares of a
company for a quantity of 20,000 or more in a single day and volume in that scrip of
that client is 10% or more of the total volume in that scrip of the Exchange.

Check previous trading pattern of the clients in that particular scrip.

Scrutinize bulk deal transactions by sample check. A ‘bulk’ deal constitutes
transaction in a scrip (on each Exchange) where total quantity of shares bought/sold

is more than 0.5% of the number of equity shares of the company listed on the
Exchange

If substantial increase in turnover in a dormant account is found, should be brought
into the notice of the senior management.

Analysis be also carried out in respect of disproportionate profit/ loss booked by a
client trading in “F&0O” segment vis-a-vis the value of the contract in illiquid scrips/
derivatives

Parameters for analyzing the transactions:

Analysis of top clients in terms of turnover

On a periodic basis identify top 100 clients on descending order of turnover and

ascertain whether the same matches with the financial status of the client. Moreover,
analyze whether there is commensurate fund movement.
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Matched trades (where the buy and sell clients are with the same broker)

On regular basis identify the matched trades (where the buy and sell orders are from
same/different branches of JKSPL in B1, B2 & group and penny stocks). Further
analyze whether the client are indulging in any sort of manipulation like creating
artificial volumes, circular trading, indulging in price manipulation, shifting the
beneficial ownership of shares, etc.

Analysis of trades in stocks less than Rs.10/- and beyond a specific quantity

On a regular basis analyze the trades done in penny stocks (stocks less than Rs.10/-).
This will help us in identifying whether the client is indulging in any sort of
manipulation like creation of artificial volume, artificial price movement, circular
trading, etc,

Client concentration in particular scrip or select scrips

On a periodic basis, ascertain whether any client is concentrating on any particular
scrip, especially ill- liquid and penny stocks. This will help in identifying whether the
client is indulging in any sort of manipulation like creation of artificial volume,
artificial price movement, circular trading, etc. or is having insider information.

Trades shifted from one client to another within the same broker

On a daily basis, analyze the details of trade shifted from one client to another, either
during the market hours or after the market hours. This will help us in identifying
whether the client is trying to hide his identity, indulging in profit/loss transfer,
availing exposure while in debit balance, etc.

Analysis of NRI/Foreign clients/institutional trades especially w.r.t. payment patterns
Undertake a periodic analysis of the trades executed by NRI/Foreign
clients/institutional clients. It should be supplemented by analysis of the payment
patterns, trading patterns, etc.

Frequent change in client details like bank account, demat account, address, etc

A monthly analysis of changes in the client details has to be undertaken to identify the
clients who are making frequent changes whether the client trying to hide or confuse
his identity.

10.3. Role of Business Partner’s Monitoring Team

Monitoring Of Proprietary Transactions of Sub-Brokers:
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Check for high volume in proprietary account of Sub-broker and his/her relations.
Scrutinize Demat account of Sub Broker ( if DP account is with JKSPL DP )

List all off market transfers and if in doubt seek explanation from concerned Business
partner separately

Check for third party funds ( cheques received from bank accounts other than mapped

bank accounts and demand drafts / pay orders)

Record keeping and maintenance

With regard to record keeping and maintenance, the Guidelines provide the following:

* Maintaining records of clients reported to it for a period of ten years from the
date of cessation of the transactions between the clients and the intermediary.

= In case where investigations have been initiated by FIU-IND or transactions
have been subject matter of suspicious activity reporting, records may be
preserved until it is confirmed that ongoing investigations have been closed.

In order to meet the requirements of the aforesaid guidelines and also reproduce the
required details to FIU-IND, when called for, the below mentioned action shall be
initiated by mid-office, with regard to clients who have been reported to FIU-IND:

Following records of the client shall be maintained permanently by the mid — office
* KYC form along with necessary details/documents.
= Statement of accounts of the client.
* Details of trades executed by the client.

Consequent to the changes made in Prevention of Money-laundering (Maintenance of
Records) Rules, 2005 (PML Rules), different records shall now be maintained as
mentioned below :-

Records pertaining to transactions of clients : For a period of five years

Records pertaining to identity of clients : Records evidencing the identity of its
clients and beneficial owners as well as account files and business correspondence
shall be maintained and preserved for a period of five years after the business

relationship with the client ended or the account has been closed, whichever is later.

As regard maintaining record of documents evidencing the identity of its clients and
beneficial owners (e.g., copies or records of official identification documents like
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passports, identity cards, driving licenses or similar documents) as well as account
files and business correspondence the same shall be maintained for a period of five
years after the business relationship with client ended or the account has been closed,
whichever is later.
Record of following shall also be maintained by JK Securities as per new sub clause
added in PMLA act

Information related to transactions, whether attempted or executed, which are
reported to the Director, FIU-IND, as required under Rules 7 & 8 of the PML Rules, for
a period of five years from the date of the transaction with the client .

10.4. Role of Human Resource Department

The Human Resource Department and other Department Heads involved in hiring new
employees should have adequate screening procedure in place to ensure high
standards in hiring new employees.

Bona fides of employees are checked to ensure that the employees do not have any
link with terrorist or other anti-social organizations.

Not only Know Your Customer (KYC) policy but also “Know Your Employee”
procedures should be in place.

10.5. Role of Business Heads/Branch Co-ordinator

Being in the field, they have market intelligence about potential mischief makers
which should be brought to the notice of Compliance & RMT.

10.6. Role of Training Division

Briefings to new employees at induction programs and rounds of small meetings and
presentations at branch locations.

Adequate training should be given to all the concerned employees to (a) ensure that
the contents of the guidelines are understood and (b} develop awareness and vigilance
to guard against money laundering and terrorist financing.

Such training shall inter-alia cover following topics:

o What is money-laundering?

o Company’s requirements and obligations under the AML Policy & Procedures.

o Company’s legal or regulatory requirements and the risk of sanctions/penalties for
staff as well as the Company.

o Reporting requirements as prescribed by SEBI.

o The role played by Company’s Principal/ Compliance Officer in money laundering

deterrence,



Staff in high-risk areas will receive appropriate training to enable them to understand

the anti-money laundering techniques which are likely to be used in the area, and to
remind them of their personal responsibilities under the Policy and local legal
requirements,

(ii) Annual refresher training courses is conducted for staff in high-risk areas to
remind them of their responsibilities and alert them to any amendments to the
Company’s AML Policy & Procedures or local legal and/or regulatory requirements, as
well as any new anti-money laundering techniques being used.

CUSTOMER EDUCATION

Implementation of KYC procedures requires SSL to demand certain information from
customer which may be of personal nature or which has hitherto never been called for.
This sometimes leads to a lot of questioning by the customer as to the motive and
purpose of collecting such information. The Manager/ Relationship Managers shall
explain to the customers the regulatory requirements and benefits of adhering to the
KYC guidelines and seek co-operation of the customer.

10.8.Policy Review

This Policy will be reviewed annually for its effectiveness by the Head operation
different from the person framing the policy and will be put before board for its
approval.

11. Cash Transactions

All are requested not to accept cash from the clients whether against obligations or as
margin for purchase of securities or otherwise. All payments shall be received from the
clients strictly by account payee crossed cheques drawn in favour of JK Securities
Private Limited. In case account payee cheques have been received from a bank
account other than that captured in records the same can be accepted after
ascertaining that the client is the first holder of the account. Relevant copies of the
supporting documents should be sent to HO and details of such accounts should be
captured in records.

12. Suspicious Transactions

All are requested to analyze and furnish details of suspicious transactions, whether or
not made in cash. It should be ensured that there is no undue delay in analysis and
arriving at a conclusion.

12.1. What is a Suspicious Transaction: Suspicious transaction means a transaction

whether or not made in cash, which to a person acting in good faith -

Gives rise to a reasonable ground of suspicion that it may involve the proceeds of
crime; or 18 9\
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Appears to be made in circumstance of unusual or unjustified complexity; or
Appears to have ne economic rationale or bona fide purpose
Reasons for Suspicious:

Identity of client

False identification documents

Identification documents which could not be verified within reasonable time
Non-face to face client

Clients in high-risk jurisdiction

Doubt over the real beneficiary of the account

Accounts opened with names very close to other established business entities
Receipt back of well -come kit undelivered at the address given by the client

Suspicious Background
Suspicious background or links with criminals
Multiple Accounts

Large number of accounts having a common parameters such as common patthers /
directors / promoters / address/ email address / telephone numbers introducer or
authorized signatory

Unexplained transfers between such multiple accounts.

Activity In Accounts

Unusual activity compared to past transactions

Use of different accounts by client alternatively

Sudden activity in dormant accounts

Activity inconsistent with what would be expected from declared business s
Account used for circular trading

Nature Of Transactions

Unusual or unjustified complexity

No economic rationale or bonafied purpose Source of funds are doubtful

Appears to be case of insider trading

Purchases made on own account transferred to a third party through an off market
transactions through DP account

Transactions reflect likely market manipulations Suspicious off market transactions

Value Of Transactions
Value just under the reporting threshold amount in an apparent attempt to avoid

reporting
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Large sums being transferred from overseas for making payments Inconsistent with

the clients apparent financial standing Inconsistency in the payment pattern by client
12.2. What to Report

» The nature of the transactions

» The amount of the transaction and the currency in which it was denominated
¥» The date on which the transaction was conducted: and

» The parties to the transaction.

¥ The reason of suspicion.

Reporting to Financial Intelligence Unit-India 13.1 In terms of the PML Rules,

Intermediaries are required to Report information relating to cash and suspicious transactions
to the Director, Financial Intelligence Unit-India (FIU-IND) at the following address:

Director, FIU-IND, Financtal Intelligence Unit-India,
6th Floor, Hotel Samrat, Chanakyapurt,

New Delln-110021,

Website: http://fiuindia.gov.in

(a)The Cash Transaction Report (CTR) (wherever applicable) for each month shall be submitted to
FIUIND by 15th of the succeeding month.

{b} The Suspicious Transaction Report {STR) shall be submitted within 7 days of arriving at a
conclusion that any transaction, whether cash or nun-cash, or @ series of transactions integrally
connected are of suspicious nature. The Principal Officer shall record his reasons for treating any
transaction or a series of transactions as suspicious. It shall be ensured that there is no undue delay in
arriving at such a conclusion.

{¢) The Principal Officer will be responsible for timely submission of CTR and STR to FIU-IND,

{d) Utinost confidentiality shall be maintained in filing of CTR and STR to FIU-IND. The reports may
be transmitted by speed/registered post/fax at the notified address.
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(e) No nil reporting needs to be made to FIU-IND in case there are no cash/suspicious transactions to
be reported. 13.3 Intermediaries shall not put any restrictions on operations in the accounts where an
STR has been made.

Intermediaries and their directors, officers and employees (permanent and temporary) shall be
prohibited from disclosing (“tipping off") the fact that a STR or related information is being reported or
provided to the FIU-IND.

This prohibition on tipping off extends not only to the filing of the STR and/or related information but
even before, during and after the submission of an STR. Thus, it shall be ensured that there is no tipping
off to the client at any level.

It is clarified that the registered intermediaries, irrespective of the amount of transaction and/or the
threshold limit envisaged for predicate offences specified in part B of Schedule of PMLA, 2002, shall
file STR if they have reasonable grounds to believe that the transactions involve proceeds of crime.

Freezing of financial assets

1. LIST OF DESIGNATED INDIVIDUALS OR ENTITIES

An updated list of individuals and entities which are subject to various sanction measures such
as freezing of assets/accounts, denial of financial services etc., as approved by the Security
Council Committee established pursuant to various United Nations' Security Council
Resolutions (UNSCRS) can be accessed at its website at

http://www.un.org'sc/committees/ 126 7/consolist.shtml.

Precaution shall be taken to ensure that no account is opened whose name shall be appearing
in such list.

Periodic review of the existing account shall be conducted to ensure that no existing account
are linked to any of the entity or individual included in the list.

Any resemblance found shall be reported to SEBI and FIU-IND.

FREEZING OF FUNDS, FINANCIAL ASSETS OR ECONOMIC RESOURCES OR
RELATED SERVICES :

Section 51A, of the Unlawful Activities (Prevention) Act, 1967 (UAPA), relating to the
purpose of prevention of, and for coping with terrorist activities was brought into effect
through UAPA Amendment Act, 2008. In this regard, the Central Government has
issued an Order dated March 14 ,19 modifying earlier order dated August 27, 2009

In view of the reorganization of Divisions in the Ministry of Home Affairs and
allocation of work relating to countering of terror financing to the Counter
Terrorism and Counter Radicalization (CTCR) Division detailing the procedure for
the implementation of Section 51A of the UAPA. Under the aforementioned Section,
the Central Government is empowered to freeze, seize
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or attach funds and other financial assets or economic resources held by, on
behalf of, or at the direction of the individuals or entities listed in the Schedule
to the Order, or any other person engaged in or suspected to be engaged in
terrorism, The Government is also further empowered to prohibit any individual
or entity from making any funds, financial assets or economic resources or
related services available for the benefit of the individuals or Prevent the entry
into or the transit through india of individuals listed in the schedule to the
order or any other person engaged in or suspected to be engaged in terrorism.
Accordingly, the aforesaid obligations shall be followed by JKSPL to ensure the
effective and expeditious implementation of said Order has been issued vide
SEBI Circular ref. no: SEBI/HO/MIRSD/DOP/CIR/P/2019/69 dated May
28,2019.

Appointment of a Designated Director

i. In addition to the existing requirement of designation of a Principal Officer, the
registered intermediaries now also required to designate a person as a '‘Designated
Director'. In terms of Rule 2 (ba) of the PML Rules, to ensure overall compliance with
the obligations imposed under chapter IV of the Act and the Rules and includes —

(i) the Managing Director or a Whole-time Director duly authorized by the Board of
Directors if the reporting entity is a company,

(ii) the managing partner if the reporting entity is a partnership firm,

(iii) the proprietor if the reporting entity is a proprietorship concern,

fiv) the managing trustee if the reporting entity is a trust,

(v} a person or individual, as the case may be, who controls and manages the affairs of
the reporting entity if the reporting entity is an unincorporated association or a body of

individuals, and

(vi) such other person or class of persons as may be notified by the Government if the
reporting entity does not fall in any of the categories above.”

Accordingly Mr. Pranav Patel- Managing Director- of our company will act as
Designated Director for ensuring compliance of various guidelines issued for
prevention of money laundering and same has been intimated to FIU- IND and NSDL.

12.3. When to Report

In terms of the PMLA rules, brokers and sub-brokers/AP are required to report
information relating to cash and suspicious transactions to the Director, Financial
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Intelligence Unit-India (FIU-IND) 6th Floor, Hotel Samarat, Chanakyapuri, New Delhi -
110021 as per the schedule given below :

CTR

All cash transactions of

the value of more

than Rs.10 Lakhs or its

equivalent in foreign
currency

15th day of  the
succeeding month

All series of cash
transactions integrally
connected to each other
which have been

valued below Rs.10
Lakhs or its equivalent in
foreign currency where
such series of
transactions have taken
place within a

month

15th day of the
succeeding month

CCR

All  cash transactions
where forged or
counterfeit currency
notes or bank notes

have been used as
genuine or where any
forgery of a wvaluable
security or a document

Not later than seven |
working days from the has

taken place facilitating the |
transactiong*

STR

All suspicious
transactions whether or
not

Not later than seven |
working days on being
made in cash




CERTIFIED TRUE COPY OF RESOLUTION PASSED AT THE MEETING OF THE
BOARD OF DIRECTORS OF JK SECURITIES 5_PRIVATE LIMITED HELD ON
AUGUST 01,2017

The Chairman informed the Board that as per the directives issued by
SEBI/Exchanges member is required to frame different kind of policies and same
need to be approved by the board. The chairman further informed the board
about recent change made in Prevention of Money-laundering (Maintenance of
Records) Rules, 2005 requiring to make change in existing policy of our company
on PMLA After discussion following resolution is passed.

RESOLVED THAT approval be given for acceptance of above mentioned policy. Tt
is further decided that the policy be reviewed at periodic internal for making
necessary changes. Further same to be communicated to staff, business partners.

“RESOLVED FURTHER THAT required authority be given to Managing Director-
Mr. Pranav Patel for approving new/ updated policy frame/ up dated in future

Certified to be true copy
For, JK SECURITIES PRIVATE LIMITED

N D

PRANAV PATEL

MANAGING DIRECTOR



